
Fake Email Promotions: Be cautious of holiday marketing 

emails, as some may be phishing attempts posing as 

legitimate deals.

Phishing Calendar

Phishing Scams to Watch Out For 

During These Holidays

Fake Order Confirmations: Avoid opening email attachments 

from unknown senders, even if the sender appears legitimate.

Fake Shipping Notifications: Verify the authenticity of shipping 

emails to avoid clicking on malicious links.

By understanding the connection between these special 

occasions and increased cyber threats, you'll be better equipped 

to safeguard your inbox and protect your personal information.

Fake Customer Surveys: Be wary of surveys requesting 

sensitive information and rewards that seem too good to be 

true.

Fake Virtual Holiday Events: Watch out for fake virtual events 

charging admission, aiming to collect credit card and billing 

information. Stay vigilant during the holiday season.

New Year's Day

Martin Luther King Day

March Madness 

St. Patrick's Day

Ramadan

Cinco de Mayo
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Labor Day
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New Year's Eve

Superbowl

Valentine's Day

President's Day

Easter

Tax Day

Father's Day

Juneteenth

Back to School
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Veterans Day

Thanksgiving

Black Friday 


