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Types of Formally Sanctioned Communication and
Collaboration Tools

Video Conferencing
Email 2 0
Messaging 8 /O

File Sharing/Cloud Storage

Shared Calendaring

Application-specific
Workflow Communications

82% use at least 6 or more
sanctioned communication
and collaboration tools.

Shared Project Management

Shared Whiteboarding

The Unsanctioned Use of Collaboration Tools Exacerbates the
Shadow IT Problem, Increasing Potential Security Risks.

50

Threats That Have Likely Penetrated Communication and
Collaboration Security Controls in the Past 12 Months.

34% 27% 25%

Phishing/Spear Phishing/ Ransomware/Extortion Email Domain
Malicious Link Protection Spoofing/Impersonation

Email Remains the Most Vulnerable to Threats.
Gaps Persist for Many in Their Email Security Solution:
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Download the report from TechTarget's Enterprise Strategy
Group™ (ESG) on "Tackling SaaS Communication and
Collaboration Security Challenges” for insight into key
challenges organizations face when it comes to SaaS
security and recommendations to address them.

DOWNLOAD HERE

IRONSCALES is the leading cloud email security platform for the enterprise that uses Al and
human insights (HI) to stop advanced phishing attacks that bypass traditional security solutions.
Its award-winning self-learning platform continuously detects and remediates advanced threats
like Business Email Compromise (BEC), credential harvesting, Account Takeover (ATO), and
more. As the most powerfully simple email security platform, IRONSCALES helps enterprises
reduce risk, boost security team efficiency, and build a culture of cybersecurity awareness.
IRONSCALES is headquartered in Atlanta, Georgia, and is proud to support more than 10,000
customers globally. Visit https://www.ironscales.com or @IRONSCALES to learn more.
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